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How To Make CP Plus DVR Online

The Main advantage of today’s CCTV Security devices is remote access, means we may take the
live preview of our CCTV camera on Mobile/PC over the internet anywhere.

So we should know the proper configuration of DVR that “How to make DVR Online”
In CP Plus DVR we have two ways to make our Device Online-

e Online through DDNS or Static IP (Dynamic Domain Name System). In CP Plus devices
this feature is completely free and available in all models. (CP Plus free DDNS)

e Online through InstaOn (Cloud ID or Serial No.). In CP Plus Devices this feature also free
to use and available according to the models.

1. How to Make DVR Online Through DDNS.
1.1. Connect the device with your local network (Router/modem/Switch) through LAN
Cable. And also arrange a computer system or Laptop in the same network.
1.2. Configure a same series IP to your device. (According to your Local network Series)
1.2.1. Go for DVR Direct display Interface (DVR GUI), and login with administrator
account (by default “admin” account).

Cancel Forget Pwd

1.2.2. After successfully login to DVR interface. Please right click on the mouse, and go
for “Main Menu” Option.
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1.2.3. In Main Menu home page, please go for “Network” option in setting Tab
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1.2.4. In TCP/IP Setting of Network option, please assign the proper IP Address, Subnet
Mask and Default Gateway according to local network series.
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1.3. After successfully IP assign to DVR, please try to ping the DVR from PC system/laptop.
1.4. Now take the web access of Router/Modem page through IP. See fig. 1
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There are two ways to set up your Internet connection: you can use the Web-based Internet Lmrz:;:;vdt:am

NETWORK SETTINGS Connection Setup Wizard, or you can manually configure the connection. never configured a router

before, click on Internet
USB SETTINGS Connection Setup

Quick Installation Guide included in the package. Internet Connection

Setup to input all the
settings manually.

MANUAL INTERNET CONNECTION OPTIONS More...

If you would like to configure the Internet settings of your new D-Link Systems Router manually,
then dick on the button below.

Manual Internet Connection Setup
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will guide you through a
few simple steps to get
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1.5. Go for Advance option for port forwarding. (These processes are depending according
to the Router/Modem model and interface.)
1.6. In Advance Tab go for Virtual Server/Port Forwarding.
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Fig. 2
1.7. In Virtual Server, have to forward (HTTP & TCP) port for DVR IP. See Fig 2.
1.7.1. First check the Enable option, then type any caption in Name.
1.7.2. In Start ~ End Column put the particular port No. according to Device.
1.7.3. InIP Address please put the DVR IP.
1.7.4. In Start ~ End column put the same Port No. of Port™ Start.
1.7.5. Then click on Save setting

1.8. Or we can also use DMZ option for port forwarding. DMZ automatically Forward all port
for particular IP, which we assign in DMZ option.
1.8.1. For DMZ Option please click on ADVANCED-> FIREWALL SETTINGS
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The Firewall Settings allow you to sat a single computer on your network outside of the router.

| Save Settings | | Don't Save Settings |

FIREWALL SETTINGS

Enable SPI :

NAT ENDPOINT FILTERING

(' Endpoint Independent

UDP Endpoint Filtering: @ Address Restricted
) Pport And Address Restricted

) Endpoint Independent
TCP Endpoint Filtering: ) Address Restricted

® Ppaort And Address Restricted

ANTI-SPOOF CHECKING

Enable anti-spoof checking: [

DMZ HOST

The DMZ (Demilitarized Zone) option lets you set a single computer on your network outside of the
router. If you have a computer that cannot run Internet applications successfully from behind the
router, then you can place the computer into the DMZ for unrestricted Internet access.

Note: Putting 2 computer in the DMZ may expose that computer to a variety of security risks. Use
of this option is only recommended as a last resort.

Enable DMZ:
DMZ IP Address : [172.16.1.249]

]
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APPLICATION LEVEL GATEWAY (ALG) CONFIGURATION

PPTP :
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1.8.2. Check the Enable option to activate DMZ option
1.8.3. Put the IP of DVR in DMZ IP Address. See fig. 3

1.9. Now check

the ports, whether it’s open or close.

SUPPORT

Helpful Hints...

Enable the DMZ option
only as a last resort. If you
are having trouble using
an application from a
computer behind the
router, first try opening
ports associated with the

1.9.1. Browse http://ping.eu/port-chk on internet browser, and check the port which

you forwarded in virtual Server or DMZ. See in fig. 4
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219.65.46.170:80 port is open

Fig. 4
1.9.2. Know check the both HTTP & TCP port of DVR. Whether it is open or close.

Note - For DVR online access both port must be opened.

1.10. After successful Port Forward, Now go for DVR Interface to create DDNS.
1.10.1. Go for Main Menu = Network = DDNS. See fig. 5
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Fig. 5
1.10.2. Enable DDNS option.
1.10.3. Select CP Plus DDNS in DDNS Type.
1.10.4. Put desire DDNS in Domain Name. See fig. 6
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1.10.5. When DDNS will create successfully then Internet status become “Connected”.

2. Open your DVR through DDNS in Other Network.

e Use internet explorer to access DDNS.
o When you access DDNS first time on system it will prompt for Active X, you should
download/install/allow all Active X properly.



